
	

	
Pacific	Point	Inc	
427	Launiu	St.,	Suite	609	
Honolulu,	HI	96815	
August	9,	2017	
	
State	of	Hawaii,	Office	of	Enterprise	Technology	Services	
1151	Punchbowl	St,	B20	
Honolulu,	HI	96813	
Derek	Ichiyama,	derek.t.ichiyama@hawaii.gov	
	

RE:	RFI	for	Internet	Portal	Manager	and	Service	Provider	-	RFI	No.:	ETS.FY18.RFI.001		

Mr.	Derek	Ichiyama:	
	
Pacific	Point	Inc	(Pacific	Point)	is	providing	this	cover	letter	with	respect	to	the	Request	for	Information	
(RFI)	for	Internet	Portal	Manager	and	Service	Provider	outlined	for	the	State	of	Hawaii,	Enterprise	
Technology	Services	(ETS).	
	
Pacific	Point	is	a	Hawaii-based	business	and	technology	consulting	company	located	in	Honolulu	
founded	by	highly	experienced	IT	professionals.	With	years	of	large-scale	business	application	
implementations	in	a	wide	variety	of	industries,	our	team	built	Pacific	Point	using	each	lesson-learned	as	
a	building	block.	Our	core	competency	is	in	implementing	enterprise	applications	with	specialized	
expertise	in	Customer	Relationship	Management	(CRM)	and	Business	Intelligence	(BI).		
	
While	do	not	specialize	in	managing	State	Internet	Portals,	as	a	Salesforce	Consulting	partner,	we	work	
with	Salesforce	which	is	widely	used	for	public	facing	websites.		Therefore,	our	response	will	not	be	able	
to	touch	on	all	the	information	requested,	however	wanted	to	provide	information	that	may	be	of	value	
as	the	State	makes	future	plans.		We	have	conducted	research	on	state	internet	portals	(along	with	
Salesforce)	to	gather	and	provide	information	and	options.	This	information	is	based	on	industry	best	
practices	for	the	objectives	of	managing	a	state	internet	portal	for	providing	public	information	and	
services.			

	
We	also	are	including	our	Capability	Statement,	describing	our	strengths	and	past	performance,	as	well	
as	Salesforce’s	Capability	Statement	which	could	be	used	as	a	part	of	a	solution	for	an	internet	portal.	
	
Thank	you	for	the	opportunity	to	respond	to	this	RFI.	
	
Sincerely,	

	
Deena	W.	Tearney	
Chief	Executive	Officer,	Pacific	Point	
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2 PACIFIC	POINT	CAPABILITY	STATEMENT	
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3 FUNDING/OPERATING	MODELS	
	

State	internet	portals	are	usually	operated	and	funded	as	separate	entities	from	the	other	main	
functions	of	a	State	CIO	or	technology	office.		In	some	cases,	the	internet	portal	is	an	independent	
agency	controlling	and	operating	its	development,	content	and	financials.		These	independent	internet	
portal	agencies	are	comprised	of	board	members	from	the	executive,	legislative	and	judicial	branches	as	
well	as	the	private	sector.		The	State	can	have	a	relationship	with	a	vendor	partner	in	designing,	
developing	and	operating	the	internet	portal	to	various	degrees.		The	models	below	describe	three	main	
models	for	funding	and	operating	a	portal:		

	

1. Self-Operated:	In	this	model,	a	state	manages	and	maintains	their	own	portal	infrastructure	and	
web	applications.	California	is	an	example	of	this	model.	The	staff	managing	the	activities	are	
state	employees,	the	priorities	are	set	by	the	state	and	any	revenue	from	fees	typically	cover	
expenses	and	supports	investments.	In	this	model,	the	state	would	have	brought	the	initial	
funds	to	the	table.	

2. Self-Funded	A:	In	this	model,	a	state	releases	a	Request	For	Proposal	(RFP)	and	partners	with	
someone	in	the	private	sector	(vendor/consultant/system	integrator)	to	build	the	portal	and	key	
web	applications.	The	state	funds	the	initial	build,	but	moving	forward	the	web	applications	
need	to	bring	in	enough	revenue	to	fund	the	operations	and	all	new	web	applications	are	
funded	at	the	agency	level.	Arizona	utilizes	this	model.	

3. Self-Funded	B:	In	this	model,	a	state	releases	a	RFP	and	partners	with	someone	in	the	private	
sector	to	build	the	portal	and	key	web	applications.	The	state	does	not	provide	any	up-front	
funding,	but	rather	allows	the	partner	to	be	the	merchant	of	record	for	credit	card	process	and	
charge	a	fee.	The	states	will	also	allow	the	private	sector	to	sell	driver	licenses	records	to	
insurance	companies.	These	two	sources	of	funding	are	then	used	to	maintain	the	long-term	
viability	of	the	portal,	fund	upgrades,	pays	for	the	FTE	that	are	contract	staff	and	the	oversight	
group	that	are	state	employees.	Colorado	falls	into	this	category.	

		

4 INCREASING	REVENUE	
	
State	internet	portals	that	are	wholly	or	partly	funded	through	its	transactions	frequently	must	re-assess	
and	develop	new	strategies	to	increase	and	maximize	revenue.		Below	are	some	options	the	State	may	
want	to	consider:	
	

1. Put	more	services	online:	The	State	could	review	what	transactions	and	services	they	currently	
manage	and	determine	if	additional	services	could	be	offered.		There	may	be	services	not	
currently	online	and/or	operated	by	other	departments	in	the	State	that	would	benefit	from	
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being	managed	under	the	internet	portal	for	a	seamless,	easy	to	use	and	one-stop	location	for	
citizens	for	information	and	services.			

	
2. Give	the	State	a	larger	percentage	of	revenue	already	collected:	Depending	on	the	contract	

with	the	partner/vendor	and/or	credit	card	processing	vendor	the	State	could	re-negotiate	
terms	so	that	more	funds	would	be	allocated	to	the	State	for	transactions.	
	

3. Charge	more	for	services	already	online:	The	State	could	increase	the	fees	for	existing	services.		
This	however	could	face	political	and	constituent	backlash.		The	State	could	review	how	much	
other	states	(considering	similar	populations	and	economies	of	scale)	charge	for	online	services.		
The	State	should	review	their	prices	to	gauge	if	they	are	in	accordance	with	the	average	and	are	
above	or	below	costs.		If	they	are	below	there	could	be	more	leverage	to	increase	prices.	

	
4. Sell	records	(such	as	driving)	to	insurance	agencies	and	provide	online	interfacing	(API	codes):	

Many	state	portals	for	a	large	revenue	stream	for	reinvestment	sell	records	to	insurance	
agencies	and	allow	electronic	interfacing	for	easy	and	rapid	transmission.	

	
	

5 RECOMMENDED	TRANSITION	TO	A	NEW	SOLUTION	&	PROVIDER	
	
In	migrating	the	State	Internet	Portal	to	a	new	provider	and	solution	there	are	technical	and	operational	
plans	and	risks.		New	technology	and	provider	theoretically	will	bring	a	better	functioning	portal	
operational	model	providing	citizens	with	better	access	and	service.		However,	it	is	important	to	have	a	
transition	plan,	from	legacy	to	new,	be	in	place	to	make	to	process	as	seamless	as	possible	to	keep	the	
functionality	and	operations	of	the	portal	intact.	
	

5.1 TECHNICAL	
The	internet	portal	will	have	multiple	applications	hosted	on	one	site	performing	various	functions.		
Salesforce,	for	example,	could	be	designed	and	deployed	in	iterations	to	have	specific	modules	take	over	
specific	web	application	functionality,	while	operating	the	entire	portal	itself.	
	
It	is	recommended	that	the	most	highly	used	applications	by	transactions	(such	as	driver’s	licenses)	be	
developed	and	deployed	first	in	the	first	6-9	months.		Then	bring	the	remaining	applications	within	the	
next	12-18	months.		Concurrently	have	all	the	applications	accessible	on	the	same	platform	even	if	they	
have	not	all	yet	been	transitioned.		Salesforce	Communities	has	the	functionality	to	have	one	landing	
page	holding	all	the	web	applications.		If	an	application	had	not	yet	been	transitioned	to	the	new	
solution	the	legacy	product	could	still	be	accessed	through	the	Community.		This	aggregate	would	allow	
the	user	to	see	all	the	applications	in	one	place	even	as	certain	functionality	is	transitioning	to	the	new	
solution.	
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The	benefit	of	this	is	that	it	presents	consistent	branding	of	the	Internet	Portal	early	in	the	transition	
process	while	quickly	providing	solution	modernization	to	the	front	end	for	functionality	and	user	
experience	(UX).		
	

5.2 OPERATIONAL	

	
Transitioning	to	a	new	operational	model	with	a	new	provider/vendor	has	both	financial	and	support	
risks.		As	the	transition	occurs	and	less	transactional	functionality	performed	on	the	legacy	portal	the	
relationship	between	the	State	and	the	vendor	could	be	problematic.		For	example,	a	vendor	may	be	
less	responsive	to	service	issues	with	the	portal	(SLAs)	if	they	are	receiving	less	payments	from	portal	
transactions.		The	State	therefore	should	plan	and	consider	separate	funding	for	maintenance	and	
service	of	the	portal	during	this	period	for	applications	that	had	not	yet	transitioned	to	the	new	solution.	
	
It	is	recommended	for	the	new	solution	to	work	with	one	partner/vendor.		Working	with	multiple	
partners	could	create	issues	as	lines	could	blur	with	ownership	and	accountability.		By	working	with	one	
partner	there	would	be	one	“point	of	contact”	and	a	simple,	streamlined	operational	model.		One	
partner	would	more	easily	fit	into	the	governance	model	for	the	State	to	focus	on	the	goals	and	purpose	
on	the	portal.		The	State	should	develop	a	strong	relationship	with	the	partner	that	they	trust	and	allow	
the	partner	certain	flexibility	in	the	operations	of	the	portal.		
	

6 ADDITIONAL	COMPONENTS	TO	CONSIDER	

	
We	would	like	to	provide	additional	components	to	consider	for	an	internet	portal	RFP	that	were	not	
inherent	in	the	RFI:	
	

• Project	Oversight/Executive	Governance:	What	would	the	structure	of	the	portal	management	
look	like?	Who	are	the	stakeholders	and	what	would	their	roles	be?	
	

• PCI	Compliance:	What	is	the	current	relationship	with	credit	card/financial	processing?	Would	
there	be	a	transition?		Process	definition	for	continued	transactions,	refunds,	etc.	

	
• Legacy	Retirement	Plan:	What	is	the	schedule	for	keeping	and	transitioning	off	the	current	

technology?		Plan	for	data	migration	and	conversion.	
	

• Modernization	Timeline:	What	is	the	schedule	for	modernizing	and	developing	new	
technology?	Is	the	portal	being	updated	with	other	programs/portfolios?	
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• Compliance	Specification:	State	should	be	specific	about	what	financial	and	security	data	

compliance	and	regulation	the	vendor	in	developing	the	portal	solution	should	adhere	to	or	be	
aware	of.			

	
• Ownership:	Provide	specifics	on	current	ownership	and	operations	of	the	portal	and	if	this	will	

change	with	a	new	solution	and	vendor.	
	

	

7 CONTACT	INFORMATION	
	
Corporate	Headquarters:	427	Launiu	Street,	Suite	609,	Honolulu,	HI	96815	
	
Deena	Tearney	|	CEO	and	Managing	Partner	
Phone	(808)	228-0581	|	deena.tearney@PacificPointCorp.com	
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8 SALESFORCE	CAPABILITY	STATEMENT	
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